TECHNICAL SPECIFICATIONS

F1000 is Smart attendance & access control
terminal for high quality fingerprint / face image
acquisition, biometric template coding, and
fingerprint / face matching covering a wide range

of applications in commercial and governmental
environments.

Bio Secure biometric terminals are particularly adapted to
controlling and managing remote workforce time and
attendance. Our range of products, encompassing fingerprint,
face and contactless technologies, is backed by a solid
experience across industries and a dedicated R&D team.

F1000 is Wifi and Web enabled device employing highly
secured XML based communication protocol to handle multi
location device management over web/cloud based network

infrastructure.
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Housed in Rugged Polycarbonate ABS case

380gms

Temperature: 0-50 Degree Celsius
Humidity: 5-95% RH (Non Condensing)
EMI/EMC Compliant




